FY10 Homeland Security Grant Program Eligible Planning Activities


	Introduction
	States and Urban Areas are strongly encouraged to use FY 2010 Homeland Security Grant Program (HSGP) funds for planning efforts that enable them to prioritize needs, build capabilities, update preparedness strategies, allocate resources, and deliver preparedness programs across disciplines (e.g., law enforcement, fire, emergency medical service (EMS), public health, behavioral health, public works, agriculture, and information technology) and levels of government. Planning activities should focus on the four homeland security mission areas of prevention, protection, response, and recovery.  All jurisdictions are encouraged to work through Citizen Corps Councils, nongovernmental organizations, and the general public in planning activities.



	FY 2010 HSGP Guidance
	The FY 2010 HSGP Guidance and Application Kit may be downloaded at:

http://www.calema.ca.gov/WebPage/oeswebsite.nsf/content/D150A26B48CD43EF882576F60069059F?OpenDocument 



	Overview of Allowable Planning Activities
	The FY 2010 HSGP Guidance and Application Kit (page 70) provides the following overview of allowable planning activities:

· Developing hazard/threat-specific annexes that incorporate the range of prevention, protection, response, and recovery activities
· Developing and implementing homeland security support programs and adopting ongoing DHS national initiatives

· Developing related terrorism prevention activities
· Developing and enhancing plans and protocols
· Developing or conducting assessments
· Hiring of full- or part-time staff or contract/consultants to assist with planning activities (not for the purpose of hiring public safety personnel fulfilling traditional public safety duties)

· Conferences to facilitate planning activities
· Materials required to conduct planning activities
· Travel/per diem related to planning activities
· Overtime and backfill costs (in accordance with operational Cost Guidance)
· Other project areas with prior approval from FEMA.
· Issuance of Western Hemisphere Travel Initiative (WHTI) compliant tribal identification cards



	Summary of Allowable Planning Activities
	The FY 2010 HSGP Guidance and Application Kit Section B (pages 73-77) defines five broad categories of allowable planning costs. The following are examples for each category:
1. Developing hazard/threat-specific annexes that incorporate the range of prevention, protection, response, and recovery activities for a scenario.
2. Developing and implementing homeland security support programs and adopting DHS national initiatives including but not limited to the following:
· Implementing the National Preparedness Guidelines
· Pre-event recovery planning

· Implementing the National Infrastructure Protection Plan and associated Sector Specific Plans

· Enhancing and implementing Statewide Communication Interoperability Plans (SCIP) and Tactical Interoperable Communications Plans (TICP) that align with the goals, objectives, and initiatives of the National Emergency Communications Plan (NECP)
· Costs associated with the adoption, implementation and adherence to the National Incident Management System (NIMS) compliance requirements, including implementing the NIMS National Credentialing Framework
· Modifying existing incident management and emergency operating procedures (EOPs) to ensure proper alignment with the National Response Framework (NRF) coordinating structures, processes, and protocols
· Establishing or enhancing mutual aid agreements
· Developing communications and interoperability protocols and solutions
· Conducting local, regional, and tribal program implementation meetings
· Developing or updating resource inventory assets in accordance to typed resource definitions issued by the NIMS Integration Center (NIC)
· Designing State and local geospatial data systems
· Conducting public education and outreach campaigns, including promoting individual, family and business emergency preparedness; alerts and warnings education; and evacuation plans as well as CBRNE prevention awareness.

· Preparing materials for the State Preparedness Reports (SPRs)
· WHTI implementation activities including the issuance of WHTI-compliant tribal identification cards
3. Developing related terrorism prevention activities including:
· Developing law enforcement prevention activities, to include establishing and/or enhancing a fusion center
· Hiring an information technology (IT) specialist to plan, develop, and implement the IT applications necessary for a fusion center
· Developing and planning for information/intelligence sharing groups
· Hiring contractors and consultants to make recommendations on the development of capabilities at State and Major Urban Area fusion centers; such centers should be designed in support of the analytic and other baseline capabilities as outlined in the Global Justice Information Sharing Initiative’s (Global) Baseline for State and Major Urban Area Fusion Centers
· Integrating and coordinating public health care, public safety, and health security data gathering (threats to human and animal health) within State and Major Urban Area fusion centers to achieve early warning and mitigation of health events
· Integrating and coordinating private sector participation with fusion center activities.

· Acquiring systems allowing connectivity to State, local, tribal, territorial, and Federal data networks, such as the National Crime Information Center (NCIC) and Integrated Automated Fingerprint Identification System (IAFIS), as appropriate
· Planning to enhance security during heightened alerts, during terrorist incidents, and/or during mitigation and recovery
· Multi-discipline preparation across first responder community, including EMS for response to catastrophic events and acts of terrorism
· Accessible public information/education: printed and electronic materials, public service announcements, seminars/town hall meetings, web postings coordinated through local Citizen Corps Councils
· Citizen Corps volunteer programs and other activities to strengthen citizen participation
· Conducting public education campaigns, including promoting individual, family and business emergency preparedness; promoting the Ready campaign; and/or creating State, regional or local emergency preparedness efforts that build upon the Ready campaign
· Evaluating Critical Infrastructure Protection (CIP) security equipment and/or personnel requirements to protect and secure sites
· CIP cost assessments, including resources (e.g., financial, personnel) required for security enhancements/deployments
· Multi-Jurisdiction Bombing Prevention Plans (MJBPP)
· Underwater Terrorist Protection Plans
4. Developing and enhancing plans and protocols, including but not limited to:
· Developing or enhancing EOPs and operating procedures
· Developing or enhancing local, regional, or statewide strategic or tactical interoperable emergency communications plans
· Activities associated with a conversion from wideband to narrowband voice channels

· Implementing Statewide Communication Interoperabiliy Plan (SCIP) and Tactical Interoperable Communications Plans (TICPs) that align with the goals, objectives and initiatives of the National Emergency Communications Plan (NECP)
· Developing protocols or standard operating procedures for specialized teams to incorporate the use of equipment acquired through this grant program
· Developing terrorism prevention/deterrence plans
· Developing plans, procedures, and requirements for the management of infrastructure and resources related to HSGP and implementation of State or Urban Area Homeland Security Strategies
· Developing plans for mass evacuation and pre-positioning equipment

· Developing or enhancing border security plans
· Developing or enhancing cyber security plans
· Developing or enhancing secondary health screening protocols at major points of entry (air, rail, port)
· Developing or enhancing cyber risk mitigation plans
· Developing or enhancing agriculture/food security risk mitigation, response, and recovery plans
· Developing public/private sector partnership emergency response, assessment, and resource sharing plans
· Developing or enhancing plans to engage and interface with, and to increase the capacity of, private sector/non-governmental entities working to meet the human service response and recovery needs of victims
· Developing or updating local or regional communications plans
· Developing plans to support and assist jurisdictions, such as port authorities and rail and mass transit agencies
· Developing or enhancing continuity of operations and continuity of government plans
· Developing or enhancing existing catastrophic incident response and recovery plans to include and integrate Federal assets provided under the NRF
· Developing plans and response procedures for validating and responding to an alarm from a chemical or biological detector (response procedures should include emergency response procedures integrating local first responders)

· Developing or enhancing evacuation plans
· Developing mechanisms for utilizing the National Emergency Family Registry and Locator System (NEFRLS)

· Developing or enhancing plans to prepare for surge capacity of volunteers
· Developing or enhancing the State emergency medical service systems

· Developing or enhancing plans for donations and volunteer management and the engagement/integration of private sector/non-governmental entities in preparedness, response, and recovery activities
· Developing or enhancing Bombing Prevention Plans
· Developing school preparedness plans
· Developing preparedness plans for child congregate care facilities, including group residential facilities, juvenile detention facilities, and public/private child care facilities

· Ensuring jurisdiction EOPs adequately address warnings, emergency public information, evacuation, sheltering, mass care, resource management from non-governmental sources, unaffiliated volunteer and donations management, and volunteer resource integration to support each Emergency Support Function, to include appropriate considerations for special needs populations
· Developing and implementing civil rights, civil liberties and privacy policies, procedures, and protocols
· Designing and developing State, local, tribal, and territorial geospatial data systems
· Developing and implementing statewide electronic patient care reporting systems compliant with the National Emergency Medical Services Information System (NEMSIS)

5. Developing or conducting assessments, including but not limited to:
· Developing pre-event recovery plans

· Conducting point vulnerability assessments at critical infrastructure sites/key assets and develop remediation/security plans
· Conducting or updating interoperable emergency communications capabilities assessments at the local, regional, or Statewide level
· Developing border security operations plans in coordination with Customs and Border Protection (CBP)
· Developing, implementing, and reviewing Area Maritime Security Plans for ports, waterways, and coastal areas
· Updating and refining threat matrices
· Conducting cyber risk and vulnerability assessments
· Conducting assessments and exercising existing catastrophic incident response and recovery plans and capabilities to identify critical gaps that cannot be met by existing local and State resources
· Conducting Bombing Prevention Capability Analysis
· Activities that directly support the identification of specific catastrophic incident priority response and recovery projected needs across disciplines (e.g. law enforcement, fire, EMS, public health, behavioral health, public works, agriculture, information technology, and citizen preparedness)
· Activities that directly support the identification of pre-designated temporary housing sites
· Conducting community assessments, surveys, and research of vulnerabilities and resource needs, and determine citizen education and participation to meet the needs
· Conducting Citizen Corps program assessments and evaluations, citizen preparedness surveys, volunteer impact studies, and cost/benefit analysis.

· Soft target security planning (public gatherings)
· Participating in the FEMA Gap Analysis Program
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